(1/ 2)

NSC92-2213-E-002-088-
92 08 01 93 07 31

93 6 14



QoS
Multimedia Content Delivery across Adaptive QoS-guar anteed Overlay
Networks
NSC92-2213-E-002-088
92/8/1-93/7/31

keywords: Virtual Private

Network, VPN hose-model, bandwidth
guaranteed, VPN provisioning algorithms;

In this year of the project, we developed

a new hose-model VPNs provisioning

MTRA MTRA algorithm called MTRA. The motivation for

developing MTRA is stated as follow:

Virtual private networks (VPNs) provide

customers with secure and low-cost

communication environment. One of the

popular research issues in the field of

communication networks is that how to

achieve the  bandwidth  requirement

specifying by customers. A new VPN

resource provisioning model called “Hose

model” has been developed. It provides

customers with flexible and convenient ways

for specifying bandwidth requirement of a

(I)  VPN. Up to now, several hose-model VPNs

2) provisioning algorithms have been proposed,

however these algorithms focus only on

achieving bandwidth allocation efficiency in

the case of establishing single hose-mode

MTRA VPN while meeting bandwidth requirement

specifying by customers. But in the case

where (1) the links of the network backbone

have capacity constraints and (2) the service



provider needs to establish numerous
hose-model VPNs on the network backbone,
these provisioning algorithms are unable to
provide satisfied rejection ratio Therefore,
we propose a new hose-model VPNs
provisioning algorithm called MTRA in this
project. MTRA can not only deal with
numerous VPN setup requests rapidly, but
also according to the results of experimental
can reduce ratio

simulations, rejection

effectively.

A. MTRA provisioning algorithm

MTRA

Modified Tree Routing Algorithm (MTRA)

Input: A Network graph G=(N,L), a set of
VPN
AR=(ary,ar,,...,arp)d N, and residual

access routers

bandwidth constraints B of links on L.

A VPN

=(r1,r2,...,rp).
Output: A minimum cost VPN tree VTyc

setup request VI

corresponding to vri, on which all
leaf nodes are VPN access routers
ar; with r>0.

Algorithm:

1.VTyc :=0;

2.For each VLIN

3.4

4. T,=BFS_Treg(G,v);

5. PT,:=Prune_Tre«T,, vry);

6. Compute_Reserved_Bandwidth(PT,,

VIri);
7. if (Cost(PT,) < Cost(VTyc) )
VTMC:: PTV,

8.}
9. if (Cost(VTyc) = )

10. {Reject vrj; Return 9;}
11. else {
12. For each link [,OO VT

{ B(lx) = B(l)-RS():}

13. Accept vrj;
14. Return(VTyc);
15. }

Function Prune_Treg(T, vr;)
1. Return a subtree PT of T on which all
leaf nodes are VPN access routers ar;

with r>0;

Function Compute_Reserved Bandwidth(T,

VI)

//Assume K is the number of links on T, and
let |, be the xth link of T.

//Let RY(lx) be the amount of reserved
bandwidth on |, with respect to the
bandwidth requirement specified in vr;.

//Let T2 and T,” be the two subtrees

obtained by remove |, from T.

1.for (each | in T)

2.4

3. Initialize two variable BR_T, BR_TXb
to value O;

4. For (each element rj#0 (1<j<p) of vry)

5. {

6. if(ar;JT,?) then add rj to BR_T,®

else add rj to BR_TXb
7. }
RS(l,) =min(BR_T,& BR_T,);

o

9.}

Function Cost(T)

//Assume K is the number of links on T, and
let |, be the xth link of T.

//Let RY(lx) be the amount of reserved



bandwidth on |, computed by the function

Compute_Reserved_Bandwidth and B(ly)

be residual bandwidth on I,.

1. if (T=O) return o;

2. if (there exist any links I, (1<Xx=<K)

such that B(l,) < RY(ly))
3. Return ();
4. else
Return ) ,(RS(,)/B(,));
1<x<k

B.1 Experimental Simulations
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B.2 Performanceresults
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