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session) Abstract

Because of the rapid development of the
mobile devices, the users often have more
than one kind of mobile devices. However,
with the increasing number of devices, the
users are harder and harder to maintain their
diverse personal data. Hence, we developed

I nt el | iap éntelligent Gateway platform to integrate
Gat eway heterogeneous networks for users to access
the Internet with different kinds of devices
more conveniently, and to reaize the
personal mobility by providing session
management mechanism. This platform
maintains the personal operating environment
of the user to realize the goal of virtual home

environment.

Visitor I ntelligent

Gateway; VI G We aso study the issue of the Security
H o mdélanagement for the mobile user when
Il ntelligent Gat eway ;roahing@mong heterogeneous networks. A
HI G persoi  and  intelligent  computation
environment (that helps users to manage the
information in the Internet and acts for the
(Migrate) users to access Internet applications) should

HI G VI G be considered. In this project, we will design



and implement a platform that providesthe Di gi t al Assi st ant
mobile user the intelligent persona

computation environment. This platform

consists of Home Intelligent Gateways (HIGs)

that act as the agents of the mobile user in the

Internet. The HIG is the IG which the mobile

user registers to. Due to the limited

capabilities (e.g., small storage), instead of

storing the personal information on the (1)
mobile device, the mobile user stores the

persona information on the HIG. When the

mobile user leaves the service area of the

HIG, he may connect to the VIG. At this

moment, VIG is the agent of the mobile user. (2)

This process is referred as “Roaming”. When Emai |

the mobile user roams from the HIG to the

VIG, the following two steps are performed; (3)

atunnel is created between the HIG and VIG.

Besides, a security negotiation is performed (4)
between VIG and HIG to ensure the security

of the personal data of the call agents.
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